Horizontal axis: Space (bytes) for a public key (crypto_kem_PUBLICKEYBYTES).
Vertical axis: Space (bytes) for a ciphertext (crypto_kem_CIPHERTEXTBYTES).

This graph visualizes the performance and security of various cryptographic primitives, focusing on the space required for both keys and ciphertexts. Each point on the graph represents a different implementation, with axes indicating the size of the key and ciphertext. Colors and markers denote different types of security goals and implementation features.

- Colored markers indicate the presence of standard security goals.
- Uncolored markers indicate implementations not listed in the SUPERCOP database.
- Markers with a diagonal line suggest the absence of IND-CCA2 security.
- Information about constant time is denoted with a specific marker.

The graph is sourced from the website [https://bench.cr.yp.to](https://bench.cr.yp.to).