Vertical axis: Space (bytes) for a ciphertext (crypto_kem_CIPHERTEXTBYTES).
Horizontal axis: Time (cycles) to generate a session key given a ciphertext (crypto_kem time).

This chart shows the performance of various cryptographic primitives and protocols for key exchange. The axes represent the space (vertical) and time (horizontal) required for encryption and decryption operations.

Key exchange protocols represented include:
- crypto_kem:
  - crypto_kem_CIPHERTEXTBYTES
  - crypto_kem_time
- crypto_kem_dec:
  - crypto_kem_CIPHERTEXTBYTES
  - crypto_kem_dec

Some implementations are marked with a note indicating that they do not list constant time as a goal (e.g., SUPERCOP database does not list constant time as a goal for this implementation).

- "•" means that the SUPERCOP database does not list IND-CCA2 security as a goal for this primitive.
- "\^" means that the SUPERCOP database does not list IND-CCA2 security as a goal for this implementation.

For more detailed information, please refer to the bench.cr.yp.to website.