The graph shows a comparison of various cryptographic primitives based on key size and ciphertext size. The horizontal axis represents the space (bytes) for a public key, while the vertical axis represents the space (bytes) for a ciphertext. Primitives include `frodokem1344(aes,shake)`, `mceliece8192128(,)`, and others. The legend indicates that certain primitives do not list IND-CCA2 security as a goal.

For more details, see the NIST Post-Quantum Cryptography Standardization Project at [https://bench.cr.yp.to](https://bench.cr.yp.to).