The image shows a graph with nodes labeled with different cryptographic primitives. The axes represent time (cycles) to generate a session key given a ciphertext on the horizontal axis and space (bytes) for a ciphertext on the vertical axis. The graph is used to compare the performance of various cryptographic primitives in terms of time and space requirements. The annotations in the graph indicate specific implementations and their associated performance metrics. The key points include:

- **crypto_kem**: Represents key exchange algorithms.
- **dec**: Indicates decryption operations.
- **crypto_kem_CIPHERTEXTBYTES**: Refers to the size of the ciphertext produced by the key exchange algorithm.
- **crypto_kem_dec** and others: Suggest implementations or methods associated with these cryptographic primitives.

The graph visually compares these primitives, highlighting their relative efficiencies in terms of time and space.